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One step ahead

The editorial team informs the IT decision makers informatively and exclusively about the 

most important subjects around big data, cloud, software development, data center, 

networking, security and storage.

Your benefits

The websites offer the IT decision makers  an additional benefit, comprehensible and  

up-to-date. The sites support daily the  decision makers, who are in charge of production, 

procurement or the use of information technology.

Relevance in the market*

With a coverage over more than 1,5 M page impressions, over 930,000 visits and 131,000 

newsletter recipients you achive crossmedial the target group of the IT decision makers 

in companies, from SMB to enterprise. 

One step ahead

* Source: IVW 10/2025 registered user database from BigData-Insider, CloudComputing-Insider,  
DataCenter-Insider, IP-Insider, Security-Insider and Storage-Insider
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Public Sector

Channel IT decision m
akers

in com
panies

Vogel IT – mediabrands for IT decision makers  
in the B2B environment

www.egovcom.de  Fachzeitschrift für die Digitalisierung der Verwaltung und Öffentliche Sicherheit ISSN 1860-2584
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Digitale Aufholjagd

Versäumnisse und 
 Herausforderungen 
im Public Sector auf 
dem Weg zur digitalen 
Verwaltung.

3 Souveränität

Machbarkeitsstudie 
zum Thema Open-
Source-Arbeitsplatz 
in der Öffentlichen 
Verwaltung.

11 SPEZIAL

Infos rund um zeit-
gemäßes Verwal-
tungsmanagement 
und entsprechende 
Anwendungen.
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Politik & Verwaltung
4 | Mit dem digitalpolitischen 
Programm will die Ampelkoali-
tion Schwung in die Digitalisie-
rung bringen.

5 | Der Booster des IT-Planungs-
rates soll die schleppende OZG-
Umsetzung beschleunigen.

6 | Die Hansestadt Bremen 
übernimmt wichtige Aufgaben 
bei der Registermodernisierung.

7 | Der Schirmherr des eGovern-
ment Summit, Staatssekretär Dr. 
Markus Richter, erläutert in sei-
nem Grußwort die Herausforde-
rungen der Verwaltungsdigitali-
sierung.
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nisterium.
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„FragDenStaat“ stoßen nicht 
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heitsbranche.
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In dieser Ausgabe

Beginnt die Ankündigung einer 
Pressemitteilung mit dem Stoß-
seufzer „Das große Bangen hat ein 
Ende“, dann weiß jeder, dass die 
angesprochene Entscheidung 
mehr als knapp war. In unserem 
Fall geht es um die Ankündigung 
der Bundesregierung, in ihrem 
Koalitionsvertrag Open Source 
und digitale Souveränität künftig 
finanziell stärker unterstützen zu 
wollen. Denn die dazu notwendi-
ge Finanzierung stand lange Zeit 
auf der Kippe. 
Zahlreiche Teilprojekte wie zum 
Beispiel das Zentrum für digitale 
Souveränität (ZenDiS) oder der 
Sovereign Tech Fund waren des-
halb in ihrer Umsetzung gefähr-
det. Nun haben sich die Bundes-
tagsfraktionen in „einer finalen 
Bereinigungssitzung“, wie es bei 
der OSB Alliance heißt, doch da-
rauf geeinigt, die ursprünglich ge-
planten Gelder um 37,5 Millionen 
aufzustocken, so dass jetzt insge-
samt rund 51 Millionen Euro zur 
Verfügung stehen. Entsprechend 
erfreut äußert sich denn auch der 
Vorstandsvorsitzende der OSB 

 Alliance, Peter Ganten: „Eine re-
siliente und innovationsfähige Ge-
sellschaft kann es nur mit einem 
hohen Grad digitaler Souveräni-
tät in Zivilgesellschaft, Staat und 
Wirtschaft geben.“ Nun könnten 
zentrale Maßnahmen endlich auf 
den Weg gebracht werden. 
Mit den aufgestockten Mitteln sol-
len nun folgende Vorhaben um-
gesetzt werden: 

 W Zentrum für digitale Souverä-
nität (ZenDiS): Das ZenDiS soll 
eine Schnittstelle zwischen der 
Öffentlichen Verwaltung und 
dem Open-Source-Ökosystem 
darstellen und dafür sorgen, 
dass mehr Open-Source-Lösun-
gen in den Verwaltungen etab-
liert werden. 8,3 Millionen Eu-
ro sollen für den Aufbau des 
Zentrums bereitgestellt werden. 

 W Das Projekt „Open CoDE“: Die 
Open-Source-Plattform soll es 
Bund, Ländern und Kommunen 
ermöglichen, den Quellcode ih-
rer Software-Projekte abzule-
gen, zu teilen und weiterzuent-
wickeln. Für das von Nordrhein-
Westfalen, Baden-Württemberg 

und dem Bund initiierte Projekt 
sollen 713.000 Euro bereitge-
stellt werden. 

 W Der souveräne Arbeitsplatz soll 
der Verwaltung helfen, von pro-
prietären Anbietern unabhän-
gig zu werden, indem Open-
Source-Lösungen für Arbeits-
plätze wie etwa Bürosoftware, 
Kollaborations- und Videokon-
ferenztools und Verwaltungs-
software angeboten werden. Das 
Projekt ist Teil der von Bund 
und Ländern verabschiedeten 
„Strategie zur Stärkung der Di-
gitalen Souveränität“ und wird 
32 Millionen Euro erhalten.

 W Sovereign Tech Fund: Der Tech 
Fund soll die Entwicklung von 
Open-Source-Software unter-
stützen, indem häufig unterfi-
nanzierte Open-Source-Projek-
te und -Communities finanziell 
gestärkt werden. Als Anschub-
finanzierung werden für 2022 
3,5 Millionen Euro und für die 
Folgejahre weitere 3,5 Millio-
nen Euro bereitgestellt. 

Insbesondere mit dem Start des 
ZenDiS und der Finanzierung für 

den souveränen Arbeitsplatz für 
die Verwaltung habe die Bundes-
regierung ein wichtiges  Signal ge-
setzt, dass die Ablösung von alten 
Abhängigkeiten Priorität habe und 
die Verwaltungsdigitalisierung auf 
stabile, resiliente und souveräne 
Füße gestellt werden müsse, so 
Peter Ganten. Mit dem souverä-
nen Arbeitsplatz sei nun auch der 
Startschuss für die Bundesländer 
gegeben, die schon länger darauf 
warten, dieses Projekt gemeinsam 
mit dem Bund voranzutreiben. 
„Die Bundesregierung hat somit 
ihr Versprechen gehalten, Open 
Source und digitale Souveränität 
zu stärken, was wir ausdrücklich 
begrüßen“, so Ganten abschlie-
ßend. mk

Digitale Souveränität

Bundesregierung fördert 
Open Source massiv
Die Bundesregierung hat ihr Open-Source-Engagement um 37,5 
Millionen Euro aufgestockt, womit insgesamt rund 51 Millionen 
Euro für die Stärkung von Open Source und damit für die digita-
le Souveränität zur Verfügung stehen.

Mehr Geld für IT

Der Bundeshaushalt 2022 sieht 
eine deutliche Stärkung der 
Bereiche innere Sicherheit, Di-
gitalisierung, Integrationspo-
litik, Sport und Bevölkerungs-
schutz vor. So hat die Bundes-
regierung beschlossen, mit 
zusätzlichen Mitteln und neu-
en Stellen alle Politikbereiche 
des Bundesministeriums des 
Innern und für Heimat (BMI) 
zu stärken. 
Der Haushalt 2022 sieht ein 
Gesamtvolumen von rund 15 
Milliarden Euro vor. Das ist ein 

Plus von rund 889 Millionen 
Euro im Vergleich zum Ent-
wurf der Vorgängerregierung. 
Der Haushaltsentwurf 2022 be-
inhaltet zudem 1.828 neue Stel-
len für das BMI und seine Be-
hörden. Das ist mehr als eine 
Verdopplung des von der Vor-
gängerregierung vorgesehe-
nen Stellenzuwachses. Darü-
ber hinaus werden mit dem 
Ergänzungshaushalt 250 Mil-
lionen Euro zusätzlich für die 
Bedarfe des BMI bereitgestellt.
Im Bereich der Digitalisierung, 
IT- und Cybersicherheit sollen 

über den Bundeshaushalt Gel-
der unter anderem für die wei-
tere Umsetzung des Online-
Zugangsgesetzes, die Dienste-
konsolidierung, den Ausbau 
der Netze des Bundes sowie 
die digitale Souveränität der 
Verwaltung zur Verfügung ge-
stellt werden.
Auch im Bereich Sicherheit 
werden weitere Mittel für die 
Digitalisierung bereitgestellt. 
Neben der Ausstattung der Po-
lizeibehörden, sollen insbeson-
dere die Umsetzung des IT-Si-
cherheitsgesetzes 2.0 sowie 

die „Interoperabilität“ der EU-
Informationsarchitektur im 
Justiz- und Innenbereich ge-
fördert werden.
Zum Haushalt 2022 erklärt die 
Bundesinnenministerin Nan-
cy Faeser: „Wir stärken die in-
nere Sicherheit und die IT-Si-
cherheit. Wir sorgen für einen 
modernen und digitalen Staat.“ 
Darüber hinaus werde in den 
Bevölkerungsschutz und in ein 
neues Logistikzentrum für das 
THW investiert. mk

t1p.de/Innenministerium

Peter Ganten, Vorstandsvor-
sitzender der OSB Alliance, 
sieht Open Source als Basis 
digitaler Souveränität und 
Innovationsfähigkeit

Kurz gemeldet
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Weitere Informationen ...

... zum Open-Source-Einsatz in der Öffentli-
chen Verwaltung finden Sie auf der Seite 11.
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Facts & 
figures

Source: Registered user database from 
BigData-Insider, CloudComputing-Insider,  
DataCenter-Insider, IP-Insider, Security-Insider 
and Storage-Insider. Status 10/2025

Page impression

/ month
1,500,000+

B2B 
media with editorially 

created 
content

6 
Websites

78,000+ 
Registered 

users
Cross 

industry

131,000+ 
Daily

newsletter 
recipients

Social 
media 

follower
110,000+

USPs
Focus and 
Knowhow 

on 
Lead generation and 

nurturing

Qualified leads 
generated in 

2025

85,000+

Offer for 
awareness

IT 
decision makers 

• Directors / CIOs
• IT manager, project- /

 team leader
• IT professionals /

 adminstrators
• Software Developer

> Podcast
> Banner 

> Stand Alone Mailing
> Technical Deep Dives 

> Dynamic Company Profiles
> Newsletter ads 

> Online Advertorial 
> Social Media 
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The userbase  
Company size (acc. to number of employees)

Source: Registered user database from BigData-Insider, CloudComputing-Insider,  
DataCenter-Insider, IP-Insider, Security-Insider und Storage-Insider. Status 10/2025

18 %
1 – 9  
employees

5 %
10 – 19  
employees

7 %
20 – 49  
employees

7 %
50 – 99  
employees

9 %
100 – 199  
employees

9 %
> 10.000  

employees

10 %
200 – 499  

employees

13 %
500 – 999  

employees

12 %
1.000 – 4.999  

employees

10 %
5.000 – 10.000  

employees
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21 %
project- /  

team leader

25 %
head of department /  
division manager

38 %
IT manager, professional/ 
administrator

2 %
other

14 %
managing director /  

executive board

The userbase / Position in the company –   
 IT responsibility

Source: Registered user database from BigData-Insider, CloudComputing-Insider,  
DataCenter-Insider, IP-Insider, Security-Insider und Storage-Insider. Status 10/2025
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The userbase / market sectors  
(percentage share)

7,6 % / Public sector
7,1 % / Education, science, culture, sport, entertainment

7,0 % / Banks / finance & insurance companies
6,9 % / Information technology

6,6 % / Electro technics 
6,1 % / Sale / wholesale / retail

5,8 % / Energy industry / water industry
5,4 % / Automation technology / Engineering

5,3 % / Healthcare / medical technology
5,1 % / Mechanical engineering

5,0 % / Automobile industry / vehicle construction / subcontractors
4,6 % / Consulting / Services
4,5 % / Transport & logistics

4,0 % / Steel- and metal industry
4,0 % / Cloud / Managed Service Provider / data center

3,2 % / Chemical industry 
2,7 % / Main contract work / finishing trade

2,7 % / Raw material extraction
2,1 % / Pharmaceutical industry

1,5 % / Robotics
1,2 % / Media

1,1 % / Aerospace
0,5 % / other

Source: Registered user database from BigData-Insider, CloudComputing-Insider, DataCenter-Insider, 
IP-Insider, Security-Insider und Storage-Insider. Status 10/2025
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TOPICS
• Analytics

• Best practices

• Data sourcing (metering, „Internet of Things“)

• Industry 4.0

• Infrastructure

• Artificial intelligence

• ��Law & security 

	 (legal aspects, data protection, data security)

PHONE +49 (0)821 2177 -291  
EMAIL nico.litzel@vogel.de

Nico Litzel
EDITOR IN CHIEF

NewsletterSocial Networks

Editorial eBooks 
themes and 

publication plan 2026

BIGDATA
INSIDER

News, specialist articles and  
expertcomments on the topic 
of Artificial intelligence.

https://www.BigData-Insider.de/facebook
https://www.BigData-Insider.de/linkedin
https://www.BigData-Insider.de/facebook
https://www.BigData-Insider.de/twitter
https://eur04.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.bigdata-insider.de%2Fki-insider%2F&data=05%7C02%7CAlexander.Preboeck%40vogel.de%7C176b9018c9ce4cb409b408dd0a0afd9e%7Cc0af5ebb4b5441eb893db7be80f1a824%7C0%7C0%7C638677764521258119%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=9iiSIPH6%2FFWwvAgnwMPeEzbgwSxsaz4VsZmazLZP8vE%3D&reserved=0


13

TOPICS
• Business apps

• Cloud services

• Cloud strategy

• Cloud-native development

• CRM & ERP

• Development and trends

• SaaS, IaaS, PaaS

• Standards & certification

PHONE +49 (0)821 2177 -283  
EMAIL  elke.witmer-gossner@vogel.de

Elke Witmer-Goßner
EDITOR IN CHIEF

Newsletter Social Networks 

Editorial eBooks 
themes and 

publication plan 2026

CLOUDCOMPUTING
INSIDER

https://www.CloudComputing-Insider.de/facebook
https://www.CloudComputing-Insider.de/linkedin
https://www.cloudcomputing-insider.de/newsletter/anmeldung
https://www.CloudComputing-Insider.de/twitter
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TOPICS
• �Co-Location, managed services, hybrid, multi, and  

private cloud, outsourcing  
• �Data center management, -monitoring, -audits,  

-construction, -operation and -cost  
• �Infrastructure, cooling, energy cost, security  

network, electricity, standards  
• �Software, hardware, services  
• �Trends & Technology – Quantum computing, containers, automation,  

IoT, open source, artificial intelligence, hybrid cloud, edge
• �SDDC, SDI, HCI, Cloud Native, Serverless, and Unikernel,  

High Performance, and High Availability  

Newsletter Social Networks 

Editorial eBooks 
themes and 

publication plan 2026

PHONE +49 (0)821 2177 -164  
EMAIL ulrike.ostler@vogel.de

Ulrike Ostler
EDITOR IN CHIEF

DATACENTER
INSIDER

https://www.DataCenter-Insider.de/facebook
https://www.DataCenter-Insider.de/linkedin
https://www.datacenter-insider.de/newsletter/anmeldung
https://www.DataCenter-Insider.de/twitter
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TOPICS
• Digital workplace
• Unified Endpoint Management 
• UCC & Teamwork
• Wide Area Networking / SD-WAN
• Software-defined networking
• Wireless LAN & 5G
• Network as a Service (NaaS) 
• Routing & switching
• Network administration

PHONE +49 (0)821 2177 -125  
EMAIL andreas.donner@vogel.de

Andreas Donner
EDITOR IN CHIEF

• Network infrastructure
• Network monitoring
• Network management
• Network planning & design
• Remote access & VPN
• IPv6
• Active directory & Domain networking

Editorial eBooks 
themes and 

publication plan 2026

Newsletter Social Networks 

IP
INSIDER

https://www.IP-Insider.de/facebook
https://www.ip-insider.de/linkedin
https://www.ip-insider.de/newsletter/anmeldung
https://www.IP-Insider.de/twitter
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TOPICS
• Authentication 
• Cloud security 
• Data protection 
• Digital identities 
• Digital sovereignty 
• Endpoint and network security 
• IT compliance 
• AI and security automation 
• Key management 

PHONE +49 (0)821 2177 -165  
EMAIL peter.schmitz@vogel.de

Peter Schmitz
EDITOR IN CHIEF

• Critical infrastructure (KRITIS) 
• Cryptography 
• Managed security services 
• Mobile security, ransomware 
• Regulation (CRA, NIS 2, GDPR) 
• Risk management 
• Security awareness 
• Security for Industry 4.0 and IIoT

Newsletter Social Networks 

Editorial eBooks 
themes and 

publication plan 2025

https://www.Security-Insider.de/facebook
https://www.Security-Insider.de/linkedin
https://www.security-insider.de/newsletter/anmeldung
https://www.Security-Insider.de/twitter
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TOPICS
• Archiving/digitization 
• Backup & restore 
• Cloud storage 
• Container storage 
• Compliance & GDPR 
• Cyber resilience 
• Digital sovereignty 
• File systems 
• Flash memory & NVMe 
• Hard disks 
• Hyper-converged infrastructure 

PHONE +49 (0)821 2177 -114  
EMAIL juergen.ehness@vogel.de

DR. JÜRGEN EHNESS
EDITOR IN CHIEF

• AI storage 
• AI software tools 
• Sustainability 
• �Software-defined storage and 

storage virtualization
• Storage hardware and software 
• Storage management 
• Storage networks 
• Storage systems 
• Storage-as-a-service 
• Storage security

Newsletter Social Networks 

Editorial eBooks 
themes and 

publication plan 2025

STORAGE
INSIDER

https://www.facebook.com/storageinsider.de
https://www.linkedin.com/showcase/storage-insider/?originalSubdomain=de
https://www.storage-insider.de/newsletter/anmeldungen/
https://x.com/storageinsider/status/1489241258774216711
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Lead generation 

WHITEPAPER
�In our whitepaper database we publish your technical papers 
with high solution potential and utility for our readers: e.g. tech-
nology studies, market studies, trend analysis, case studies, 
infrastructure concepts, best practices, checklists, hints & tricks 
etc.

LIVE WEBINAR
�With a live webinar you reach the IT decision makers directly and 
live on their workplace. 

See page 20 for further information.

EBOOKS (EDITORIAL)
�Our editorial eBooks bundle specialized information to a chosen 
top topic.They serve the reader as guidebook and checklist for 
decision making. 

See page 22 for further information.

Lead generation is the skill to use the right bait, in the right waters to the most appropriate time. We offer you  
target group access and will be happy to advise you regarding your content and the appropriate placement.
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Lead generation – whitepaper

On Vogel‘s IT decision makers‘ online services, whitepaper and webinars are important tools to generate 
high quality leads. We are pleased to support you during creation of whitepaper.

Premium package
• �extensive marketing campaign*
• �accompanying promotional activities* 
- banner ads
- stand alone mailing
- newsletter sponsoring
• �weekly reporting

* Use according to campaign goals

General tip:
The more neutral, technical and less sales oriented your contents are, 
the more likely the audience will read them. 

You will reach a high success rate, if your potential customer perceives 
you as a future oriented and technically competent supplier of 
solutions.
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Lead generation – exclusive live webinar

With a live webinar you reach the IT decision makers directly and live in their workplace. A big plus is the direct feed-
back from the audience.

LIVE WEBINAR 
• duration of conference: approx. 1 hour
• possibility of a live demo

SERVICES
• detailed briefing of your specialized speaker
• Introduction and presentation of your topic by an editor
• integration of a survey in your presentation incl. reporting
• guided Q&A
• detailed participant report
• incl. recording and licence for own use 

EXTENSIVE PROMOTION
• on the website and in the newsletter
• email invitation to registered users
• reminder email before the conference begins
• social media announcement

Price 12,500
All rates are quoted in € excl. VAT

Lead generation – whitepaper
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Lead generation – customized eBooks

A customized eBook provides you the chance to present your chosen topic to the reader. 

YOUR ADVANTAGES:
• exclusive assignment to an important topic
• thought leadership
• lead generation

CUSTOMIZED EBOOK SPONSORING PACKAGE
• volume: 12–16 pages (DIN A4)
• magazin layout
• text and production via publishing house
• look & feel from Insider website

SERVICES:
• content and structure in agreement with your company
• logo embedding on cover page „powered by“
• 2 pages: embedding of a case study or an interview
• 80 leads (all industries, all company size)
• extensive marketing package
• use license (in D-A-CH)

Price 13,900 
incl. licence to use 
All rates are quoted in € excl. VAT
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Lead generation – editorial eBooks

Become a sponsor of our editorial eBooks (topics on the following pages).

Your advantages:
• exclusive assignment to an important topic
• thought leadership
• lead generation
• vendor-neutral view

Editorial eBook sponsoring package
• volume: 12–16 pages (DIN A4)
• �magazin layout
• �text and production via publishing house
• �look & feel of IT decision makers portal

SPONSORING BENEFITS
• logo embedding on cover page „powered by“
• 2 pages: embedding of a case study or an interview
• 80 leads (all industries, all company size)
• extensive marketing package
• License to use (in D-A-CH)

Price 12,500 
incl. licence to use 
All rates are quoted in € excl. VAT
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Editorial eBooks - topics and publication schedule

DP (d/m)

Cool cooling and hot energy for  every  
data center 02/2026

Things are gradually getting serious: the new generation of  
quantum computers and their first applications 03/2026

Conversion, dismantling, and migration during ongoing  
operations 04/2026

Security in, for, and with data centers – laws, regulations, 
audits, and the consequences 05/2026

Enhanced with AI: ERP and other software packages  06/2026

New foundations for hardware: CPUs, GPUs, IPUs, ASICs, 
security features, photonic... 10/2026

DP (d/m)

AI regulation and certification 02/2026

Using AI in compliance with data protection regulations 04/2026

Generative AI in practical use with big data 05/2026

Data catalog as a hub 06/2026

AI risk management 10/2026

Data mesh: definition, structure, and benefits 11/2026

DP (d/m)

EU Data Act and Cloud Switching: Exit Strategies
Without Lock-in 02/2026

EUCS, BSI C5, ISO 27017/27018: Comparing and 
Combining Certifications 04/2026

Platform Engineering 2026: From Kubernetes to 
production-ready Golden Paths 06/2026

Post-Quantum Cryptography in the Cloud:
A Migration Roadmap 08/2026

Software supply chain security 10/2026

Cloud incident response 2026: From MFA fatigue  
to pipeline hijacking 12/2026

Topics and dates may be subject to change during the year.  
For up-to-date information please contact the sales department.

DP (d/m)

Out-of-band management 03/2026

IT support & ticketing 04/2026

Guide to Network Monitoring and Observability 06/2026

Unified endpoint management 07/2026

CCollaboration with Outlook, Teams, OneDrive, and  
SharePoint 10/2026

Active Directory and Anzure AD or Entra ID 12/2026
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Editorial eBooks - topics and publication schedule

DP (d/m)

Software-defined storage—the solution to all  
storage problems? 02/2026

Data growth and data management – keep track of everything! 04/2026

Storage for AI: Training, inference, and operation 05/2026

Storage shortage or over-provisioning – how to balance storage 
requirements 06/2026

AI in storage operations: Tools for data management  
and security 10/2026

SAS + SATA: Success story with a roadmap 11/2026

Topics and dates may be subject to change during the year.  
For up-to-date information please contact the sales department.

DP (d/m)

Secure products – OT security as a competitive advantage for in-
dustry 02/2026

Zero Trust and Identity Management – The Path to an  
Identity-Centric Perimeter 03/2026

Artificial intelligence – between protective shield and risk 04/2026

Digital sovereignty – data sovereignty and independence reima-
gined 06/2026

Machine identities & secrets management – certificates, service 
accounts, and workloads under control 07/2026

Encryption – protecting data, building trust 09/2026

Identity Threat Detection & Response (ITDR) – Detect and stop 
attacks on identities 10/2026



25

Content marketing – online advertorial

High reach through editorial environment.

YOUR ADVANTAGES:
• �greatest possible acceptance by editorial look & feel
• increased attention by relevant and informative content
• thought leadership

MARKETING PACKAGE
• �homepage teaser
• editorial message in the newsletter
• newsletter sponsoring
• banner & social media package
(25,000 impression)

Price 8,500 
All rates are quoted in € excl. VAT

Call-to-Action-Button

Gefahrenquelle: veraltete Software 
was bedeutet das für Ihr Unternehmen?
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Content hub

A content hub is an individual topic channel, that you can customize to your demands.

CONTENT HUB – PREMIUM:
• exclusive sponsoring package (banner & logo)
• �individual content – potential components: 

- expert articles  
- advertorials  
- news  
- interviews  
- product reviews

• �download area: 
- whitepaper 
- webinar 
- pdf

Price on request
minimum duration of 6 months
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Dynamic company profile

MORE REACH FOR YOUR INFORMATION
Do you want …
… to feature your events and roadshows?
… to distribute your press-releases?
… to enhance your social media activitis?
… �to present your company multimedia-based and interactive?
… �to show continuous presence on our homepage
… �a teaser in articles with your given keywords?
… that all with little effort?

Then present yourself as a solution provider through a 
dynamic company profile.

Dynamic company profile	 price / year
12 months	 2,500 per website
service option: profile-care	 on request
All rates are quoted in € excl. VAT

Each new activity creates a  
text ad on the homepage!
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Stand alone mailing

We send your promotional emails to IT decision maker (DACH).

SELECTION OPTIONS ARE: 
• industry
• company size
• �function / position in company
• country and area code
• portal

All rates excl. VAT

BASIC SELECTION (IT)
IT decision maker (DACH)
- cost per mille (CPM) € 350 
further selection + € 100
(max. 2 criteria)
Booking volume at least € 4,500 net
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Newsletter advertising

With up to date news, articles & background information does your advertising message reach the user in the relevant 
context.

All rates are quoted in € excl. VAT

• �Conditions apply per portal and newsletter.  
Bookings per week only.

Position 2

SPECIFICATIONS BILLBOARD AD:
• Size: 630 x 250 px

SPEZIFIKATIONS TEXT AD:
 	 • Size picture: 300 x 169 px
	 • Text segmentation:
		   Overline max. 40 characters*
		   Headline max. 40 characters*
		   Body text max. 220 characters*
		   Link text (bottom) max. 40 characters*
 		  *incl. blanks
	  Link (URL)
 
Max. file size 49 KB
Media formats: gif (static), jpg, png

1 week per portal

Portal

Position 1

from 
Position 2

Security-
Insider

3,500

3,000

BigData-Insider ׀ CloudComputing-Insider
DataCenter-Insider | IP-Insider | Storage-Insider

3,000

2,500
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Blindtext für eine exklusive Headline mit viel Text

ROS – RUN OF SITE: 
Ad appears only on the chosen   
website. 

RON – RUN OF NETWORK: 
Ad appears on our whole  
network.

INSIDER PORTALS

• BigData-Insider	

• CloudComputing-Insider 	

• DataCenter-Insider	

• IP-Insider	

• Security-Insider	

• Storage-Insider

MEDIA FORMATS

• html5

• gif

• jpg

• png

• Rich Media

MAX. FILESIZE: 

• 49 KB per element

EXCLUSIVE PLACEMENTS 
and 

SPECIAL FORMATS 
on request!

Our banner advertising follows the recommended standards of the 
Coalition for Better Ads. Our readers benefit from this through  
easy-reading experience on our pages and our customers benefit  
by advertising on banner placements, which are better perceived to 
achieve a sustainable effect.

BRANDGATE 
up 980 x 90 px 
+ 1.200 x 90 px  
left+ right 
160 x 600 px 
Background selectable
CPM 280€

LEADERBOARD  
(728 x 90 px)
Standard
CPM 125€

CONTENT AD 
(300 x 250 px)
Rectangle / MPU
CPM 155€

HALF PAGE AD  
(300 x 600 px)
CPM 195€

SKYSCRAPER  
(160 x 600 px)
Standard
CPM 125€

WALLPAPER  
(Top 728 x 90 px 
right 160 x 600 px)
CPM 220€

DISPLAY-ADVERTISING

BILLBOARD AD  
(960 x 250 px)
CPM 220€

NATIVE AD  
(300 x 300 px)
CPM 155€

* CPM = Cost per mille. All rates are quoted in € excl. VAT

Lorem Ipsum 
dolor set ehm 
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Keyword- / context advertising

• Manufacturing

• Automotive & mobility 

• Engineering

• Electronics

• Health care 

• Marketing & Sales

• Logistics & transport

• IT 

• Public sector 

• �Legal, econonomics, tax

Place your banner without coverage loss across all industries in the entire Vogel Communications Group network:

For conditions please see banner rates (ROS) on page 30
IOT

IOT

IOT

EXAMPLE: 
KEYWORD   

„IOT“
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Audience Targeting

Reach B2B users from the INSIDER portals network also on the social media 
channels (Facebook, LinkedIn) and on the Google Display network.

•	� Increased awareness through repeated addressing in the social media 
channels

•	 Cross-device playout
•	� Low scatter losses, as only users with an interest in a specific topic  

are being addressed
•	 Support with content implementation

PROCEDURE
1. Users deal with their fields of interest on an Insider portal.
2. �In particular these users receive your content/banner on the partner pages  

of our Google Display Network.
3. You reach exactly your target group.
4. �We additionally support your campaign by placing your advertisement  

(potings) on our social media channels.

PLACEMENT & PRICE
•	 Google AdWords + social media channels of the INSIDER portals
•	 Minimum booking volume: 30,000 Impressions
•	 CPM1: € 150

1CPM: Cost per mille / per 1,000 Ad Impression, all rates are quoted in € excl. VAT.
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Podcast - „Insider Research im Gespräch“

YOUR ADVANTAGES:
• production at low cost and with little effort for you
• attention-grabbing
• reach listeners on an emotional level:
   - higher credibility
   - more personal access and relationship
   - stronger bond
• effective supplement to conventional marketing

Present yourself as an expert with helpful knowledge  
in the relevant target group

OUR SERVICE
• production of the podcast
• presenter / speaker: Oliver Schonschek
• length of podcast: maximum of 20 minutes
• hosting
• social media package with 15,000 Impressions

Price 4,900 
All rates are quoted in € excl. VAT

https://eur04.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.datacenter-insider.de%2Fregional-vernetzt-integrierte-infrastrukturen-fuer-moderne-datacenter-a-b35f11a536ce1f247124da49501f8ac3%2F&data=05%7C02%7CAlexander.Preboeck%40vogel.de%7C8100d393076e4e625b4908de27589cef%7Cc0af5ebb4b5441eb893db7be80f1a824%7C0%7C0%7C638991458732731928%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=GYFKTo1z3JjD2PSqJEGid3sB6QIY%2BclwqxK6kCOjZb8%3D&reserved=0
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Podcast - „Security-Insider

PODCAST – „SECURITY-INSIDER“
Your Advertisement (max. 2) embedded in the editorial Security Podcast. 

The Security Insider podcast is aimed at IT security professionals and 
anyone interested in learning more about IT security, data protection, 
and compliance. The podcast has been on air since July 2019 and, with 
over 100 episodes and an average of 2,500 downloads per month, the 
Security Insider podcast is the most successful German-language B2B 
security podcast. 

MODERATOR 
Editor-in-chief Peter Schmitz,  
co-hosts Melanie Staudacher and Dirk Srocke. 

Available on all relevant podcast platforms  
(Spotify, Apple Podcasts, Amazon Music, Podimo). 

TARGET AUDIENCE 
CISOs, IT managers, security teams, and security officers  
in public authorities. 

Price on request.

https://eur04.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.security-insider.de%2Fder-papst-traegt-daunenjacke-a-f3aa9b0d7b9253fb5db072d47e756e5b%2F&data=05%7C02%7CAlexander.Preboeck%40vogel.de%7Ca35644b289014ba8c2fd08de275afca2%7Cc0af5ebb4b5441eb893db7be80f1a824%7C0%7C0%7C638991469010376064%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=JpMtmqA8FnusVb4V6vmRME42ZXiHwjtSvMOuVYyPqUw%3D&reserved=0
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Deep Dive

YOUR SERVICES
• �video production
	 - recording as a web session (Zoom)
	 - structuring and splitting into several chapters with a playlist
	 - production as a YouTube video
• moderation / presentation
	 - professional co-presentation by an IT expert
• publication
	 - article about the DEEP DIVE on an insider portal
• newsletter 
	 - integration and application through our newsletter
• social media
	 - banner and social media package with 20,000 impressions
• video usage
	 - embedding the YouTube link

YOUR BENEFITS
• focus on high-end target group
• low barrier for potential customers
• consolidation of user knowledge
• high acceptance through editorial placement
• presence on the respective website & YouTube channel
• multimedia preparation

Price 8,500
All rates are quoted in € excl. VAT

DEEP DIVE on youtube  
channel

DEEP DIVE on LinkedIn

DEEP DIVE on Facebook

DEEP DIVE 
on one of the 7 Insider websites

The DEEP DIVE is a technically in-depth look at your solution. From technicians for technicians!

Current examples

 � ���How Trend Micro ensures security, compliance, and governan-
ce with Cloud One Conformity (security-insider.de)

� �Targeted monitoring of web applications with Cisco  
ThousandEyes (ip-insider.de)

� �Data migration from any legacy environment to SAP cloud en-
vironments (bigdata-insider.de) 

(ehemals twitter)

https://www.security-insider.de/schwachstellen-management-mit-nessus-und-tenablesc-a-790901/
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SECURITY MOMENTUM 2027
INNOVATION, SOVEREIGNTY, SECURITY 

Those who only defend today will lose tomorrow. In our special edition
Security Momentum 2027, we show you how to make security a
growth driver – with a clear strategy and maximum impact.
When zero trust sets the framework, cloud and SaaS initiatives reach their 
goals faster and in a controlled manner. In the pipeline,
DevSecOps integrates development and security into a continuous
flow that accelerates releases and improves quality. At the same time,
robust supply chain security provides verifiable evidence that
leads to trusting partnerships. Privacy by design?
It becomes a selling point. More conversions, higher customer loyalty, real 
differentiation from the competition. And with targeted
security awareness programs, you can leverage measurable productivity 
reserves in your day-to-day business.
Instead of despairing over budget plans, let the return on
investment speak for itself: clear KPIs, maturity models, reference archi-
tectures, and board-ready business cases make progress visible and 
financeable. Combine innovation, sovereignty,
and security into a powerful lever – for greater speed,
resilient compliance, and sustainable competitiveness through
2027 and beyond.

DDP: October 2026

Digital special edition 2026

For up-to-date information on participation opportunities 
and prices, please contact Sales.

8 8

ADVERTORIAL

DIE AUFGABEN DER SICHERHEITSEXPERTEN 
IN UNTERNEHMEN SIND VIELFÄLTIG UND 
HOCHKOMPLEX. DURCH NEUE, KÜNSTLICH 
INTELLIGENTE SYSTEME WERDEN SIE 
LEIDER NOCH EINMAL AUF EINE NEUE 
EBENE GEHOBEN. DORT WIRD DIE LUFT FÜR 
MENSCHEN ZU DÜNN, BALD KÄMPFEN 
KIS GEGEN KIS UM DIE VORHERRSCHAFT 
IM FIRMENNETZWERK.

CYBERATTACKEN MIT KI UND 
DIE VERTEIDIGUNG DAGEGEN

Angriffe AUF EINEM GANZ NEUEN

Level

August 2023 - MOVEit  -

Seit Juni 2023 erfolgten 
über eine Schwachstelle 

in der Datenübertragungs-
software MOVEit über 1000 
erfolgreiche Angriffe auf 

Unternehmensnetzwerke 
mit insgesamt wahrscheinlich 

über 55 Millionen 
betroffenen Personen 

weltweit.

   - über 

 55 Mio. 

Betroffene

9 2

Schwachstellen in 
Codes finden
In einem ersten Schritt geht es für 
Hacker in der Regel darum, Code 
auf Schwachstellen hin abzuklopfen 
und Exploits dafür zu erstellen. Da-
für wird ChatGTP bereits seit Ende 
vergangenen Jahres hochoffiziell 
eingesetzt, denn das Tool kann im 
Handumdrehen automatisiert sehr 
viele Schnittstellen auf Bugs hin 
untersuchen. Die KI kann per cURL-
Anfrage feststellen, ob sich diese als 
Schleuse für bösartigen Code oder 
zum Lahmlegen des Systems eignen. 
Vergleichbare Verfahren ließen sich 
bei anderen Schwachstellen einset-
zen, etwa für Buffer Overflow.

Malware 
generieren
Apropos böser Code: Zur Verbrei-
tung von Malware kann KI E-Mails 
schreiben, die den Empfänger noch 
besser täuschen und auf eine ver-
seuchte Site locken können. Weil die 
KI aus Fehlern lernt, werden diese 
Mails immer raffinierter.

Ransomware 
verbreiten
KI kann Skripts mit Signier-, Ver-
schlüsselungs- und Entschlüsse-
lungsfunktionen erstellen, die auch 
ohne Programmierkenntnisse als 
Ransomware eingesetzt werden 
können.

Captchas  
umgehen
Für Anwender sind sie oft nervig, 
aber notwendig: Captchas genannte 
Bildmosaike oder einfache Rechnun-
gen stellen sicher, dass der Anwen-
der ein Mensch ist. Eigentlich. Denn 
auch KI kann in zunehmenden Maße 
Bilder wahrnehmen und Captchas 
lösen, für die Authentifizierung als 
Mensch werden bald neue Wege ge-
sucht werden müssen.

Angriffe zielge-
richteter machen
Für das Eindringen in Systeme wird 
oft auf Social Engineering zurück-
gegriffen. KI kann soziale Foren 
aller Art im großen Stil abgrasen, 
um potentiell leicht zu „knackende“ 
Zielpersonen ausfindig zu machen.

Passwörter  
erraten
Das Ausprobieren vieler Passwör-
ter ist zeitintensiv, eine KI, die auf 
High-Performance Computing (HPC) 
oder gar Quantenrechner zurück-
greift, kann jedoch Billionen von 
Schlüsseln in wenigen Sekunden 
testen. Für diese „Quantum-Bru-
te-Force“-Angriff werden entweder 
https://de.wikipedia.org/
wiki/Shor-Algorithmus Shor- 
oder https://de.wikipedia.
org/wiki/Grover-Algorithmus 
Grover-Algorithmen verwendet. 
Übrigens kann KI selbst zur Verbes-

serung von Quanten- und HPC-Re-
chenzentren beitragen, etwa wenn 
sie den Gesamtzustand des Systems 
einschließlich der Konfiguration von 
Speicher-, Server- und Netzwerkge-
räte optimiert – KI beschleunigt sich 
also selbst permanent.

Schadcode  
updaten
Cyberkriminelle und Security-Teams 
spielen ein Katz-und-Maus-Spiel – 
sobald ein Hersteller Sicherheitspat-
ches für seine Software entwickelt 
hat, adaptiert ihn umgehend die 
KI-gestützte Schadsoftware. KI kann 
sogar antizipieren, welche Maßnah-
men Hersteller und deren Anwender 
als nächstes ergreifen werden.

Weitere 
raffinierte 
Angriffsvektoren 
Netzwerkspezialist Frank Thias, 
Principal Systems Engineer bei 
F5 in Deutschland, https://
www.security-insider.de/
chatgpt-das-neue-tool-
der-cyberkriminellen-
a-fe29445bed9cd084fe8a-
4fe41c29d316/ erläuterte zudem 
bereits im März in Security-Insider, 
wie ChatGTP Malware-Stämme 
und -Techniken nachbilden kann, 
etwa einen auf Python basieren-
den Infostealer. Das Skript sucht 
nach gängigen Dateitypen, kopiert 

sie in einen Ordner, komprimiert 
sie in ein ZIP-Format und lädt sie 
auf einen fest kodierten FTP-Ser-
ver hoch. Denkbar wären laut Thias 
auch einfache Javascript-Snippets, 
die Code herunterladen und mittels 
Powershell heimlich auf einem Sys-
tem ausführen – etwa um Anmelde-
daten zu stehlen. Für wahre Insider 
biete eine KI zudem die Möglichkeit, 
Zahlungssysteme für Kryptowährun-
gen auf Dark-Web-Marktplätzen zu 
entwickeln. 

Das BSI rät zudem, in jeder Phase 
der Datennutzung genau hinzu-
schauen: Bei „adversarialen“ Angrif-
fen verleiten Angreifende das KI-
Modell durch eine Manipulation der 
Eingabedaten während des Betriebs 
zu nicht von den Entwickelnden vor-
gesehenen Ausgaben. KI-Systeme 
können jedoch auch in der initialen 
Trainingsphase attackiert werden. 
Bei diesen „Poisoning“-Angriffen 
etwa werden Trainingsdaten des 
KI-Modells durch die Hintertür so 
manipuliert, dass sie eine von den 
Entwicklungsteams nicht vorgesehe-
ne Reaktion zeigen. 

Ungezielte Angriffe verursachen 
„irgendeine“ nicht vorgesehene Re-
aktion. Bei gezielten Angriffen wird 
eine bestimmte Reaktion erzeugt, so 
etwa bei den „Morphing“-Angriffen. 
Sie sind den Experten schon länger 
bekannt, nutzen jedoch zunehmend 
KI-Verfahren. Dabei werden hin-
terlegte Bilder mehrerer Personen 
miteinander verschmolzen – auf 
diese Weise lassen sich Gesichts-
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 des März dieses Jahres, als Security 
Insider die Security-Herausforderun-
gen durch ChatGTP 
https://www.security-insi-
der.de/chatgpt-das-neue-
tool-der-cyberkriminel-
len-a-fe29445bed9cd084fe8a-
4fe41c29d316/ 

heraufziehen sah. Der Chatbot 
würde Cyberkriminellen den Weg 
ebnen, weil damit auch Laien 
https://www.security-insi-
der.de/kuenstliche-intelli-
genz-als-angriffswerkzeug-
a-606451/?cflt=rdt komplexe 
Angriffe durchführen könnten. Mitte 
Juli sahen wir die Befürchtungen 
bewahrheitet: Mit WormGPT stand 
ein generatives KI-Cybercrime-Tool 
für praktisch jeden zum Down-
load bereit. Wiewohl man damit 
alle möglichen illegalen Dinge tun 
könnte, wird es aktuell als Mittel für 
ausgeklügelte Phishing- und BEC-An-
griffe (Business E-Mail Compromise) 
einerseits angepriesen, andererseits 
verdammt.

Warmenhoven geht davon aus, dass 
die KI im Laufe des Jahres von Kri-
minellen weiter verfeinert, und der 
Einstieg in die Cyberkriminalität im-
mer leichter wird: “Das Auftauchen 
von WormGPT zeigt, dass Cyber-
kriminelle sich nicht mehr damit 
begnügen, bestehende KI-Tools zu 
unterwandern, sondern diese Tech-
nologie vorantreiben, um sie für 
Cyberkriminalität zu missbrauchen. 
Erste Beispiele von Phishing-E-Mails 
deuten darauf hin, dass WormGPT 
eine mächtige Waffe für Social En-
gineering darstellt und besonders 
auf Unternehmen abzielt, die für 
Ransomware-Banden lohnende Ziele 
darstellen.” Erschwerend kommt 
hinzu, dass Schadsoftware im Dar-
knet mittlerweile as-a-Service an-
geboten wird, die Hürde für die 
Nutzung ist damit noch einmal ge-
sunken.

ADRIANUS 
WARMENHOVEN, 

NORDVPN

„Als ChatGPT Ende letzten Jahres 
auftauchte, gab es im Dark Web 
viele Diskussionen darüber, wie er 
korrumpiert und für kriminelle Zwe-
cke genutzt werden könnte. Hacker 
wollten vor allem die menschenähn-
lichen Eigenschaften des Sprachmo-
dells ausnutzen, um authentischere 
Phishing-E-Mails zu erstellen und die 
Programmierfähigkeit nutzen, um 
neue Malware zu entwickeln”,  
berichtet Adrianus Warmenhoven, 
Experte für Cybersicherheit bei 
NordVPN.
In der Folge habe sich eine Art 
https://www.security-in-
sider.de/7-wege-wie-ki-
und-ml-der-cybersicher-
heit-helfen-und-schaden-a-
059d2f88c3154b84dadc8c3fe-
25c80ae/ Katz- und Maus-Spiel 
entwickelt, bei dem die Gründer 
von OpenAI die Art und Weise, wie 
ihr Chatbot auf Anfragen reagieren 
konnte, immer weiter einschränk-
ten - während die Kriminellen genau 
diese Sicherheitsvorkehrungen zu 
umgehen suchten. 

„Dies führte beispielsweise zum Auf-
kommen von ‚Grandma Exploits‘, bei 
denen illegale Informationen indirekt 
gesucht wurden, nämlich indem sie 
in eine viel harmlosere Anfrage wie 
einen Brief an einen Verwandten ver-
packt wurden.“ 

Welche 
weiteren Gefahren 
drohen durch 
kriminelle  

KIs?
Leider ist das Potenzial für alle 
Arten von Straftaten enorm. Zu 
enorm, als dass ihm noch Menschen 
begegnen könnten: „Cyber-Sicher-
heit muss kontinuierlich über die 
gesamte Lebenszeit eines Systems 
geprüft und überwacht werden. 
Menschliche Analysten können die 
stetig wachsende Zahl von auszu-
wertenden Ereignissen und Daten 
nicht mehr bewältigen“, erläuterte 
Dirk Backofen, damals Vorsitzender 
des Cyber Security Cluster Bonn, bei 
der Vorstellung des https://www.
aisec.fraunhofer.de/con-
tent/dam/aisec/Dokumente/
Publikationen/Studien_Tech-
Reports/deutsch/Mehr%20
Sicherheit%20f%C3%BCr%20
die%20digitale%20Trans-
formation%20-%20Jahresbe-
richt%20des%20Weiserats%20
f%C3%BCr%20Cyber-Sicher-
heit.pdf Berichts der Cyber-Si-
cherheitsweisen 2020. Die Sicherheit 
von Firmennetzwerken sei durch KI 
definitiv gefährdeter als noch früher, 
mit keiner Aussicht auf Besserung. 

„Dies führte beispielsweise zum 
Aufkommen von ‚Grandma 
Exploits‘, bei denen illegale 

Informationen indirekt gesucht 
wurden, nämlich indem sie in

 eine viel harmlosere Anfrage wie 
einen Brief an einen Verwandten 

verpackt wurden.“
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Digital special edition 2026

CLOUD MAKERS AND AI  
JUGGLERS
HOW DOES EXPERTISE BECOME EXCELLENCE?

The data center is IT space, availability, and physical security—and it‘s also the 
place where clouds are created and connected, where AI magic emerges from 
hardware, software, and connectivity, where AI agents work and data is analyzed, 
moved, combined, and stored.
• �Cloud computing is now established, but how can it be implemented in the data 

center?
• �AI jugglers are desperately sought after, and new types of computers and pro-

grams are already available and eager to be admitted to data centers.
• �IT, infrastructure, and basic knowledge are available, but how can they be 

turned into excellence?
• �And does today‘s data center bring everything together to fulfill sustainability 

and innovation not as a chore, but as a driving force? Because excellence is a 
must if a company or society wants to move forward.

• �And does today‘s data center bring everything together to not only fulfill sus-
tainability and innovation as a chore, but to lead the way? Because excellence 
is a must if a company or society is to continue to exist tomorrow.

DDP:  September 2026

Für aktuelle Informationen zu Beteiligungsmöglichkeiten und 
den Preisen treten Sie bitte mit dem Sales in Kontakt.
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ADVERTORIAL ADVERTORIAL

Alles im Datacenter muss effizienter laufen – vom Code über 
die Hardware bis zur letzten Pumpe. Doch für ein Abheben in 
die KI-Ära reicht das nicht. Klar ist:
•  Die Zukunft wird in erheblichem Maße von Künstlicher Intelli-

genz bestimmt, sei sie generativ oder nicht, ob sie als ERP-Sys-
tem, ESG-Anwendung, Datenbank, Cloud-native oder Pro-
zessautomatisierung daherkommt.

•  Neue Arbeitslasten schaffen Anforderungen, die bislang so 
nicht existierten.

•  Die Hardware ändert sich beständig: Sollen Anwender GPUs, 
FPGAs, Neuromorphes oder Qubits nutzen?

•  Die Leistungselektronik muss mit 350 kW und mehr pro Rack 
sowie rasanten Wechseln zurechtkommen.

•  Die Kühlung per Luftstrom wird um Flüssigkeiten ergänzt und 
soll gleichzeitig nutzbare Abwärme produzieren.

Es braucht also neue Technik und andere Denke. Optimierung 
muss sein, um Platz und Strom, Hardware und Manpower zu 
sparen. Doch wer darin stecken bleibt, hat keine Chance auf 
Zukunft. Es geht nicht „einfach“ um höhere Performance, 
schnellere Netze, mehr Strom, neue Rechenzentren, stärkere 
Kühlmechanismen. Innovationen müssen her!
Viel Spaß beim Lesen dieses Sonderheftes!

Ulrike Ostler
Chefredakteurin DataCenter-Insider

EDITORIAL

Nutzen Sie unser  
KI-Know-how, um Ihr 
Fachwissen auszubauen! 
GlassWorks AI™ gestaltet den Prozess der  
Planung, Konzeption und Bereitstellung neu, 
damit Sie Ihr individuelles KI-Netzwerk  
aufbauen können.

Innovation leicht gemacht –   
QR-Code scannen und  
KI entdecken!   
© 2025 Corning Optical Communications.  
All rights reserved. LAN-3472-A4-DE / July 2025
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Market research

YOU LIKE TO KNOW …
… how markets are changing?
… which topics are from interest for your customers?
… what your target group thinks?
… what your target group is buying? Now and in the future.
… how they decide? 

We provide the base for the optimization of your product and sales stra-
tegy via market research.

The users of the Insider portals are questioned via our online market 
research tool about their products, solutions and services. To reach a 
representative number of partcipants the survey is supported with a 
promotion package on the corresponding website.

ONLINE READERS’ SURVEY
	 • ��maximum 12 questions from you
	 • possible implementation of a raffle
	 • �programming of the survey
	 • �promotion on starter page
	 • running period: approx. 4 weeks
	 • evaluation and documentation of the results
	 • reporting

Price 13,900
All rates quoted in €, excl. VAT
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